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RESPONSES TO SGX QUERIES IN RELATION TO THE COMPANY’S  

ANNOUNCEMENT DATED 19 JUNE 2024 
 

 

The Board of Directors of YKGI Limited (the “Company”, and together with its subsidiaries, the “Group”) 
sets out below the queries raised by Singapore Exchange Securities Trading Limited (“SGX-ST”) in 
relation to the Company’s announcement dated 19 June 2024, and the Company’s responses to the 
queries. 
 

Unless otherwise defined, all capitalised terms used herein shall bear the same meanings as defined 

in the Company’s announcement dated 19 June 2024. 

 
 Query 1:  
 
When and how was the Company made aware of the cybersecurity incident. Please disclose the 

affected duration of the Vendor’s shared servers before the recovery operations were completed? 

 

Company’s Response to Query 1: 

 
On 11 June 2024, the Company was notified by the Vendor via email of a data breach in the CHICHA 

San Chen member database, which resulted in the leak of the members’ names, mobile phone numbers, 

email addresses, date of birth and encrypted password. The Vendor assured the Company that 

immediate actions were taken to conduct a thorough security review and enhance the protection of 

member data. On 15 June 2024, the Vendor sent a follow-up email recommending that the Company 

file a data breach notification with the Personal Data Protection Commission. They also informed us 

that 247,185 pieces of personal data had been exfiltrated from the CHICHA San Chen database based 

on their investigation and analysis. The Company met with the Vendor on 19 June2024 to learn the 

details of the cybersecurity incident and issued an announcement on the same day. 

According to the incident report and information provided by the Vendor, they were informed of the 

cybersecurity incident by the Cyber Security Agency of Singapore on 7 June 2024. Upon investigation, 

the Vendor discovered that an SQL injection had been executed on the back office, resulting in 

unauthorized login access and compromised database access. The unauthorized user gained access 

to the database admin and exfiltrated CHICHA San Chen member table from the Vendor’s merchant 

database on 29 April 2024. The Vendor took immediate action to patch the server vulnerability by 9 

June 2024. 
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Query 2:  
 
Please provide the Board’s assessment of the materiality and impact of the cybersecurity incident on 

the following: 

a) the Group’s operations; 

b) the Group’s financials; and  

c) the quantum of (a) and (b). 

Company’s Response to Query 2: 

 
The Company believes that the cybersecurity incident will not have any significant impact on its 

operations and financials. 

 

Query 3:  
 
Please disclose if there are any other material information that shareholders should be aware of. 

Company’s Response to Query 3: 

 
There is currently no material information that needs to be disclosed to shareholders. 

 

 

 
 
BY ORDER OF THE BOARD 
 
 
 
Seah Qin Quan 
CEO and Executive Director 
21 June 2024 
 
 

 
This announcement has been reviewed by the Company's sponsor, RHT Capital Pte. Ltd. (the “Sponsor”). It has 
not been examined or approved by the Singapore Exchange Securities Trading Limited (the “Exchange”) and the 
Exchange assumes no responsibility for the contents of this document, including the correctness of any of the 
statements or opinions made or reports contained in this document. 
 
The contact person for the sponsor is Mr Mah How Soon at 36 Robinson Road, #10-06 City House, Singapore 
068877, Email: sponsor@rhtgoc.com. 
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